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Abstract of the contribution: This contribution proposes to add a KI on enhancement to support third party identity management and usage in IMS network into TR 23.700-87.
1
Discussion

As one of the outcome in SA1 R18 eMMTEL WI, IMS network needs to support third party business user to authorize and use third-party specific identity during internal communications or when providing services to their customers.

The main purposes of the feature are:
1) To manage the individual subscriptions and identities for internal communications between employees with flexibility to deal with employees’ joining, relocation or leave;

2) To provide trusted identities of employees while communicating with their customers to avoid the calls are rejected as fraudulent robocalls. 

The stage 1 requirements to support third-party specific identity usage in 5G system is specified in TS 22.261 clause 6.39.3, which requires enhancement on IMS network architecture or procedures. Therefore it is proposed to include a key issue in TR 23.700-87 to study how IMS network is enhanced to support these requirements.
2 Proposal

It is proposed to add the following contents to TR 23.700-87.
5
Key Issues
5.X
Key Issue #X: Enhancement to support third party identity management and usage in IMS network
5.X.1
Description
SA1 eMMTEL has specified in R18 a new requirement that the 5G system shall provide means to allow a trusted third party to manage, authorize and demonstrate a third-party specific identity to an authorized user. 
This key issue aims to study enhancement of IMS network to support the following aspects:

· How originating and terminating IMS network authorize a third party whether it is allowed to allocate and use third-party specific identities for subscribers belonging to the third party.

· How originating and terminating procedures are enhanced to support the third party to authorize whether a subscriber is allowed to use third-party specific identity when initiating or terminating a call.
· How the third-party specific identity is retrieved, authenticated, transported and demonstrate.
NOTE 1:
Coordination with SA3 for security aspect will be required.
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